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[bookmark: foreword][bookmark: _Toc100752815][bookmark: _Toc112314510]
Foreword
[bookmark: spectype3]This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: _Toc100752816][bookmark: _Toc112314511]Introduction
This report is to study on alignment with ETSI MEC for Edge computing management.
[bookmark: scope][bookmark: _Toc100752817][bookmark: _Toc112314512]
1	Scope
[bookmark: references]The present document studies the solutions to support alignment with ETSI MEC from the management perspective for edge computing. 
In this TR, it also identifies potential issues and solutions to support GSMA OPG [2] requirement in coordination with ETSI MEC [3].
[bookmark: _Toc100752818][bookmark: _Toc112314513]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	The NBI requirements from GSMA OPG - https://www.gsma.com/futurenetworks/wp-content/uploads/2021/06/OPG-Telco-Edge-Requirements-2021.pdf
[3]	ETSI GS MEC 010-2 (v 2.2.1) (2022-02): " Multi-access Edge Computing (MEC); MEC Management; Part 2: Application lifecycle, rules and requirements management".
[4]	ETSI ISG MEC 003, "Multi-access Edge Computing (MEC); Framework and Reference Architecture".
[5]	3GPP TS 23.558: "Architecture for enabling Edge Applications".
[6]	3GPP TS 28.538: "Management and orchestration; Edge Computing Management (ECM)".
[7]	ETSI GS NFV-IFA 013 V3.4.1 "Network Functions Virtualisation (NFV) Release 3; Management and Orchestration; Os-Ma-nfvo reference point -Interface and Information Model Specification".
[bookmark: definitions][bookmark: _Toc100752819][bookmark: _Toc112314514]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc100752820][bookmark: _Toc112314515]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
<defined term>: <definition>.
[bookmark: _Toc100752821][bookmark: _Toc112314516]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc100752822][bookmark: _Toc112314517]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ABBREVIATION>	<Expansion>

[bookmark: clause4]
[bookmark: _Toc100752823][bookmark: _Toc112314518][bookmark: _Toc89691178][bookmark: _Toc81513697]4	Related Work in Other SDOs
[bookmark: _Toc100752824][bookmark: _Toc112314519]4.1 ETSI MEC
Multi-access Edge Computing (MEC) framework as specified in ETSI ISG MEC 003 [4] enables the implementation of MEC applications as software-only entities that run on top of a Virtualisation infrastructure, which is located in or close to the network edge.
 [image: ]
Figure 4.1-1: Multi-access Edge Computing framework
Figure 4.1-1 shows the MEC framework as defined in [4], it mainly contains several components, 
The MEC host is an entity that contains a MEC platform and a Virtualisation infrastructure which provides compute, storage, and network resources, for the purpose of running MEC applications. 
The MEC platform is the collection of essential functionality required to run MEC applications on a particular Virtualisation infrastructure and enable them to provide and consume MEC services. The MEC platform can also provide services.
MEC applications are instantiated on the Virtualisation infrastructure of the MEC host based on configuration or requests validated by the MEC management.
The MEC system level management includes the MEC orchestrator as its core component, which has an overview of the complete MEC system. When relying on the NFV Orchestrator (NFVO) for resource orchestration and for orchestration of the set of MEC application VNFs, the MEC Orchestrator (MEO) is replaced by a MEC Application Orchestrator (MEAO), the architecture is described in clause 6.2.2 of [4].
The MEC host level management comprises the MEC platform manager and the Virtualisation infrastructure manager, and handles the management of the MEC specific functionality of a particular MEC host and the applications running on it. 
In Annex C of 3GPP TS 23.558 [5], both EDGEAPP and ETSI MEC can provide support for hosting different edge applications, it further indicates that "Both EAS and MEC application are application servers and can provide similar application specific functionalities. EAS utilizes the services of EES as specified in this document whereas MEC application utilizes the services provided by MEC platform as specified in ETSI GS MEC 003 [4]. The EAS and MEC application can be collocated in an implementation.".
[bookmark: _Toc100752825][bookmark: _Toc112314520]4.2 GSMA OPG
The Operator Platform (OP) is defined by GSMA OPG [2], it facilitates access to the Edge Cloud capability of an Operator or federation of operators and their partners. 
The architecture scope under definition is shown below, 
[image: ]
Figure 4.2-1: OP Roles and Interfaces Reference Architecture
This study is focused on the NBI requirements as defined in [2]. The NBI is the interface between the application provider and the Capabilities Exposure Role in the Operator Platform, it allows an OP to advertise the above cloud capabilities that it can provide to application providers. In addition, the NBI allows an application provider to reserve a set of resources or request an Edge Cloud service with the resources and features that they require and for the OP to accept or reject the request.
In this study, it is assumed that the application provider as described in [2] maps to ASP in TS 28.538 [6], and the Operator Platform as described in [2] maps to ECSP management system in TS 28.538 [6]. 

[bookmark: _Toc100752826][bookmark: _Toc112314521]5	Issue investigations and potential solutions for alignment with ETSI MEC

5.1	Key Issue# 1: Management of collocated platforms for EES and MEC platform
5.1.1	Description
As described in [5], one of the deployment option is that the EES and MEC platform can be collocated in an implementation.
The EES instantiation procedure is described in clause 7.1.4 of TS 28.538 [6], which the PLMN operator or ECSP requests the EES instantiation via provisioning MnS to ECSP management system, the simplified procedure is show in Figure 5.1.1-1,


Figure 5.1.1-1: EES deployment procedure
The MEC platform as described in ETSI ISG MEC 003 [4] can be deployed as a VNF by using ETSI NFV MANO, the simplified procedure is show in Figure 5.1.1-2,


Figure 5.1.1-2: MEC platform deployment procedure
In the collocated scenario, the EES and MEC platform can be deployed in the same Physical/NFV Infrastructure by the same operator. The MEC platform can be deployed first, then the operator can deploy the EES at the same Physical/NFV Infrastructure where the MEC platform is deployed. 
REQ-EES-deplyment-1: ECSP management system shall have the capability to instantiate the EES to a specific Physical/NFV Infrastructure that collocated with MEC platform.
5.1.2	Potential solutions
5.1.2.1	Potential solution#1
In this option, a PLMN operator deploys both EES and MEC platform in the same EDN. 
[bookmark: OLE_LINK83]A NSD (network service descriptor) which contains both EES and MEC platform information (e.g. VnfdId) is used by the PLMN operatior. Within the NSD, the VnfProfiles (see clause 6.3.3 of ETSI GS NFV-IFA 014 [x]) of EES and MEC platform contain the same affinityOrAntiAffinityGroupId, which could be defined as the following,
affinityOrAntiAffinity: AFFINITY
scope: NFVI_NODE
The MEC platform can be deployed first, then for EES instantiation, ECSP management system uses the NSD as described above for requesting instantiation of EES VNF to be collocated with the MEC platform by interworking with ETSI NFV MANO.
5.1.2.2	Solution evaluation
This solution does not have any impact on the current EES deployment procedure. 
[bookmark: _Toc100752899]5.2	Key Issue# 2: Application lifecycle management
5.2.1	Description
3GPP TS 28.538 [6] specifies the EAS lifecycle management procedure by interworking with ETSI NFV MANO by invoking InstantiateNsRequest or UpdateNsRequest operation as specified in ETSI NFV IFA013 [7]. An NFV Network Service (NS) as defined by ETSI NFV is a composition of Network Functions (NF) (VNF or PNF). 
With ETSI MEC [3], MEO (when ETSI NFV is not involved) or MEAO (when ETSI NFV is involved) provides the application instance lifecycle management interface, which is similar to VNF LCM interface. The consumer of MEO or MEAO does not need to take creation of NS into consideration when requesting creation of an application instance.
The main issue related to application LCM is the following:
1, when and how ECSP management system create an NS when receiving the creating EAS request from ASP.
2, whether the application instance lifecycle management interface produced by MEO or MEAO could be used for EAS lifecycle management.

5.2.2	Potential solutions
[bookmark: _Toc112314522]5.2.2.1	Potential solution#1
This solution addresses the first issue for the application lifecycle management.
In this solution, ECSP management system automatically creates an NSD for EAS creation. The procedure can refer to Figure 7.1.2.1-1 in TS 28.538 [6]. 


For the same ASP, ECSP management system could use a single NS for all its EAS VNFs instantiation. For example, after step 7 in Figure 7.1.2.1-1 in TS 28.538 [6], when the same ASP requests to deploy another EAS, ECSP management system could decide to use the same NS as created in step 4, and invokes UpdateNsRequest operation with NFVO for instantiating a new EAS VNF instance.
[bookmark: _Toc112314523]5.2.2.1	Solution evaluation
This solution does not impact the current EAS deployment procedure, creation of NSD is only the internal procedure in ECSP management system.

[bookmark: _Toc100752830][bookmark: _Toc112314524]6	Issue investigations and potential solutions for alignment with GSMA OPG
6.1	Key Issue# 1: Issue for resource reservation
As described in clause 2.2.2.3 GSMA OPG [2], resource reservation is one of its NBI requirements, it indicates that,
1. The OP (Operator Platform) shall enable Application Providers to express the resource (e.g., compute, networking, storage, acceleration) requirements that the Application Provider wants to be guaranteed.
2. The NBI shall allow an Application provider to request a set of resources to be booked.
3. The NBI allows an Application Provider to reserve resources ahead of the application onboarding and unrelated to any specific application, only related to the Application Provider themselves. The NBI allows an Application Provider to consume the reserved resources when onboarding a new application, creating the association between the resources and the application (resources allocation). The NBI allows an Application Provider to delete their reservation.
TS 28.538 [6] defines the lifecycle management procedure for EAS with ETSI NFV MANO, while the resource reservation related to the ASP requirements is not specified in [6].
It is important to investigate the method for ASP to request the resource reservation. 
REQ-resource-reservation-1: ECSP management system shall have a capability allowing ASP to request resource reservation related to virtualisation resources (e.g., compute, networking, storage, acceleration).
REQ-resource-reservation-2: ECSP management system shall have a capability to reserve a set of resources for ASP unrelated to any specific application. 
Editor’s note: Resource reservation is FFS



[bookmark: _Toc100752834][bookmark: _Toc112314525]7	Conclusion and recommendation

[bookmark: _Toc100752835][bookmark: _Toc112314526]
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